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Preparing for PCI DSS V3.0 Audit

Credit card fraud is a growing threat to both financial institutions and retail organizations. Different methods and technologies were developed throughout the years to mitigate this risk. In 2004, the 5 major US credit card companies cooperated to implement a standard to counter the threat together. The new united standard is called “Payment Card Industry Data Security Standard” (PCI DSS).

The goal of PCI DSS is to encourage and enhance cardholder data security and facilitate the broad adoption of consistent data security measures globally. It protects against credit card fraud and security threats by providing a baseline of technical and operational requirements designed to protect cardholder data.

The most recent version of the standard is V3.0, replacing V2.0 that ends life in December 2014. Therefore, plans for complying with the upgraded standard and ensuring that the enterprise network is audit ready is a pressing concern of many IT managers and PCI internal auditors today.

This paper provides information to IT managers and PCI internal auditors for understanding network security needs and best practices around credit card threats and the related requirements for PCI DSS V3.0 audits. Tufin’s network security expertise enables excellent support for PCI internal auditors, IT managers and their network operation teams to design, plan and integrate the changes required for PCI DSS compliance into business-as-usual activities. Tufin’s solution supports IT managers and PCI internal auditors to lessen their compliance headache.

Protecting Cardholder Data with PCI DSS

The PCI DSS defines 12 high-level requirements, grouped into 6 control objectives. To comply, PCI internal auditors or IT managers perform periodic audits every 6 months (3 months recommended). Audits demonstrate compliance via numerous testing procedures and sub-requirements, as seen in the table:

<table>
<thead>
<tr>
<th>PCI DSS Control Objectives</th>
<th>Requirement Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Build and Maintain a Secure Network</td>
<td>1. Install and maintain a firewall configuration to protect cardholder data</td>
</tr>
<tr>
<td></td>
<td>2. Do not use vendor-supplied defaults for system passwords and other security parameters</td>
</tr>
<tr>
<td>Protect Cardholder Data</td>
<td>3. Protect stored cardholder data</td>
</tr>
<tr>
<td></td>
<td>4. Encrypt transmission of cardholder data across open, public networks</td>
</tr>
<tr>
<td>Maintain a Vulnerability Management Program</td>
<td>5. Protect all systems against malware and regularly update anti-virus software or programs</td>
</tr>
<tr>
<td></td>
<td>6. Develop and maintain secure systems and applications</td>
</tr>
<tr>
<td>Implement Strong Access Control Measures</td>
<td>7. Restrict access to cardholder data by business need to know</td>
</tr>
<tr>
<td></td>
<td>8. Identify and authenticate access to system components</td>
</tr>
<tr>
<td></td>
<td>9. Restrict physical access to cardholder data</td>
</tr>
<tr>
<td>Regularly Monitor and Test Networks</td>
<td>10. Track and monitor all access to network resources and cardholder data</td>
</tr>
<tr>
<td></td>
<td>11. Regularly test security systems and processes</td>
</tr>
</tbody>
</table>
The main PCI DSS principle: Cardholder data is only as secure as the pathways that provide access to it. On the one hand, PCI DSS requirements are designed to ensure that network security practices eliminate or minimize known risks. On the other hand, they ensure that the organization defines well-structured policies, procedures and practices that can be tracked and audited. To ensure both secure data pathways and adherence to strict network security policies, PCI DSS requires:

- Specific guidelines for processing card payments to help prevent credit card fraud, skimming and other security threats
- Aligning with the industry best practices to increase the trust of both customers and partners
- Limiting external network access to sensitive data, combined with a formal process for monitoring all changes to firewall configuration
- Tracking and auditing of firewall operations regularly, including clear definitions of roles and responsibilities
- Strictly limiting internal organizational access to sensitive data
- Documenting, enforcing and auditing all operational procedures and practices

In summary, PCI DSS demands that organizations maintain continuous compliance through an ongoing process of: Assess, RemEDIATE and Report.¹ To comply, your IT organization must have an accurate picture of your compliance posture, the tools to address issues, and the ability to demonstrate compliance through internal and external audits.

Complying with PCI DSS Network Security Challenges

About 40% of PCI DSS is related to network security, but this is really the crux of the headache, pitfalls and disturbance for PCI internal auditors, IT managers and their teams.

For network security teams to integrate a repeatable compliance procedure that doesn’t disrupt business-as-usual, it’s simply not feasible for IT managers and PCI internal auditors to manually manage and test. The many IT tasks involved in documenting, tracking and auditing network security procedures manually can take weeks. The numerous security devices (firewalls, routers and others), with each device managing hundreds to thousands of rules makes for an extremely complex enterprise network environment. To ensure compliance, the team must have a clear visibility to the network topology, the routing flow of data around the network, and the setting of all security devices (as there are many paths to move between network segments, and all paths should be configured based on the desired policy). Therefore, PCI DSS compliance requires the right set of tools and automated solutions for visibility, alerting and quick breach fixes.

¹https://www.pcisecuritystandards.org/security_standards/getting_started.php
Seven PCI Best Practices for Network Security

Since PCI DSS is the de-facto standard that any company processing credit cards must comply to, IT managers and PCI internal auditors continually align their enterprise security program to achieve this goal.

Before getting into the PCI DSS requirement details, it’s good to look at what’s worked at many enterprises to enforce and remediate PCI network security compliance. Tufin networking experts gathered valuable learning and best practices from their PCI implementation experience. If IT managers and PCI internal auditors do it right, their work on PCI compliance can also be a springboard for their organization into continuous network security and more effective work processes.

Tufin’s 7 best practices for network security compliance are:

1) **Create a clear separation** of PCI data, PCI application, and PCI web within the network (DMZ, Internal and Internet)
2) **Ensure that you have a network change workflow process** in place that meets PCI requirements
3) **Ensure that every network change has a complete audit trail** with the who, what, when, and why
4) **Validate every network change** with the following:
   a. Analyze the change for risks as defined in your security policy
   b. Get approval by the business owner
   c. Ensure the changes are implemented according to the PCI-compatible network change workflow
5) **Ensure that firewalls protecting PCI zones work** with the following guidelines:
   a. Every rule has a comment
   b. Every rule has a log
   c. No rules with “Any” in the Src, Dest, and Srv
   d. No rules with risky services (un-encrypted)
   e. Delete unused rules
6) **Ensure every firewall rule is documented properly** with the following info:
   a. Business justification
   b. Business owner
   c. Application name
7) **Ensure that you keep firewall logs** for at least 12 months
Setting High Security Standard for Ongoing Success

PCI DSS V3.0 compliance can be a great opportunity to get the buy-in and budgets to ensure network security is geared for ongoing success... For IT managers and PCI internal auditors to set high, sustainable security standards, Tufin experts suggest paying special attention to five sub-requirements within PCI DSS requirement 1.

When IT managers take a broader look at PCI requirement 1, not just with an eye on getting PCI compliance, these requirements open the door for implementing ongoing network security solutions. Otherwise, they tend to be problematic since they rely on manual processes that no longer scale to meet the needs of the business — an increasingly common scenario.

In any case, merchants with large firewall estates need to automate firewall operations to meet business reality. While large-scale deployments are always intense, introducing some long term improvements that align PCI compliance efforts with your organization’s specific security needs can be a good way to make the effort even more worthwhile and have long-term effect on the enterprise.

To overcome the common network security and PCI DSS compliance challenges, IT managers and PCI internal auditors can gain insights by drilling down into 5 requirements. Additional best practices for focusing efforts on achieving both compliance and ongoing success are revealed:

1. **Verify that there is a formal process for testing and approval of all network connections and changes to firewall and router configurations.**

   PCI internal auditors need to show that a clearly defined, enforceable change process for firewall policies exists. The PCI external auditor will ask to see a change report with a full audit trail, and then select some random changes and request to see the sign off.

   **The Challenge:** Many organizations still don’t have a change process in place or, if they do, it’s too loose or relies on good will rather than formal procedures.

   **Best Practice:** The best way to implement formal, auditable change processes is to by using an adequate tool for the task.

1.1.5 **Documentation and business justification for use of all services, protocols, and ports allowed, including documentation of security features implemented for those protocols considered to be insecure.** Examples of insecure services, protocols, or ports include but are not limited to FTP, Telnet, POP3, IMAP, and SNMP.

   This sub-requirement is concerned with three main risks:

   1. Are the connections required for business known?
   2. Are firewalls implementing the Principle of Least Privilege? Allowing only connections that are required for business?
   3. Are any of these connections insecure? Do compensating controls for them exist?

   **The Challenge:** Most organizations don’t have an up to date list of services that are required for business. In the best case, documentation per firewall rule exists. Most likely some connections contain insecure services (NOTE: For PCI, the list is open to interpretation by the auditor).

   **Best Practice:** IT managers need to make sure they know about each of these services in advance with relevant justifications from a security perspective.

1.1.6 **Requirement to review firewall and router rule sets at least every six months**
IT managers and PCI internal auditors need to have proof that a process exists and working to meet this requirement. Complying with this requirement usually entails having a report to show rule sets were in fact reviewed, and that any questionable rules from the last audit were addressed, and that any changes to rules since the last audit were dealt with properly (i.e. old or non-compliant rules/objects were dealt with).

**Best Practice:** Around one third of companies fail to provide the required documentation to satisfy the PCI external auditor on this point because of poor processes. Therefore, ensure your processes are up to date and functioning.

### 1.2.1 Restrict inbound and outbound traffic to that which is necessary for the cardholder data environment

Usually the PCI external auditor is looking for a set of rules that permit specific PCI services (approved known protocols used by the PCI servers) followed by an explicit drop rule for all other traffic. Exceptions must include proper documentation (such as rule comments) that makes sense to the auditor.

**Best Practice:** Around one quarter of businesses find it difficult to correctly restrict inbound access; setting explicit drop rules is much easier. Proper definition of PCI services and PCI zones make compliance much simpler. So it’s important to ensure that the PCI external auditor agrees to the contents of PCI services and PCI zones.

If IT managers and PCI internal auditors can prove that an active alerting mechanism to prevent non-compliant changes exists, the enterprise is audit ready.

### 1.3.2 Limit inbound Internet traffic to IP addresses within the DMZ

IT managers need to allow traffic from the Internet to specific servers (IP Addresses) in the DMZ — everything else should be dropped. Proper definition of traffic that is Internet (i.e. all non-local IP addresses) and proper definition of the accessible IPs within the DMZ are critical for compliance. Plus, the PCI external auditor must agree that definitions are correct.

**Best Practice:** If definitions are in place, an active alert mechanism for unauthorized traffic is what’s needed for IT managers to ensure network security.

### 1.3.3 Do not allow any direct connections inbound or outbound for traffic between the Internet and the cardholder data environment

To do this, network operation teams need to properly define the ‘Internet’ and ‘cardholder data’ environments, or in other words, create network segmentations that can be isolated. The PCI external auditor wants to see that there is no direct access between these entities, and that there is proper evidence for this.

**Best Practice:** If IT managers document and manage access with the right tools, PCI DSS auditing becomes part of the everyday IT and business activities:

1) Ensure documentation is ready
2) Prove serious about maintaining compliance
Quick PCI DSS Network Security Checklist

IT managers and PCI internal auditors can use the PCI DSS Network Security Checklist for preparing for audits. The checklist summarizes the PCI DSS requirements related to network security. If best practices for network security have been implemented in the organization, the PCI DSS audit becomes a healthy routine versus a compliance headache.

To meet the PCI DSS requirements related to network security in an efficient, quick, manageable way for ongoing success, Tufin’s PCI DSS V3.0 Solution helps growing organizations:

<table>
<thead>
<tr>
<th>PCI DSS Objective</th>
<th>Network Security Checklist</th>
<th>Tufin’s PCI DSS Solution</th>
</tr>
</thead>
<tbody>
<tr>
<td>Build and maintain a secure network</td>
<td>1.1 Establish and implement firewall and router configuration standards that include the following: Inspect the firewall and router configuration standards and other documentation specified below and verify that standards are complete and implemented as in sub-requirements</td>
<td>Automates &amp; documents all firewall &amp; router configuration changes, PCI firewall &amp; router checks, PCI requirements deviation detection &amp; reporting</td>
</tr>
<tr>
<td></td>
<td>1.1.1 A formal process for approving and testing all network connections and changes to the firewall and router configurations</td>
<td>Automates &amp; documents all firewall &amp; router configuration changes</td>
</tr>
<tr>
<td></td>
<td>1.1.2 Current network diagram that identifies all connections between the cardholder data environment and other networks, including any wireless networks</td>
<td>PCI zone mapping &amp; network topology map</td>
</tr>
<tr>
<td></td>
<td>1.1.4 Requirements for a firewall at each Internet connection and between any demilitarized zone (DMZ) and the internal network zone</td>
<td>PCI firewall &amp; router checks, PCI requirements deviation detection &amp; reporting</td>
</tr>
<tr>
<td></td>
<td>1.1.6 Documentation and business justification for use of all services, protocols, and ports allowed, including documentation of security features implemented for those protocols considered to be insecure.</td>
<td>PCI compliance report</td>
</tr>
<tr>
<td></td>
<td>1.1.7 Requirement to review firewall and router rule sets at least every six months</td>
<td>PCI compliance report</td>
</tr>
<tr>
<td></td>
<td>1.2 Build firewall and router configurations that restrict connections between untrusted networks and any system components in the cardholder data environment.</td>
<td>PCI firewall &amp; router checks, PCI requirements deviation detection &amp; reporting</td>
</tr>
<tr>
<td></td>
<td>1.3 Prohibit direct public access between the Internet and any system component in the cardholder data environment.</td>
<td>Central network management for firewall &amp; router to restrict traffic between Internet &amp; PCI zone</td>
</tr>
<tr>
<td>Do not use vendor-supplied defaults for system passwords and other security parameters</td>
<td>2.2.3 Implement additional security features for any required services, protocols, or daemons that are considered to be insecure—e.g., use secured technologies such as SSH, S-FTP, SSL, or IPSec VPN to protect insecure services such as NetBIOS, file-sharing, Telnet, FTP, etc.</td>
<td>Checks every service for compliance with regulation policy</td>
</tr>
<tr>
<td></td>
<td>2.4 Maintain an inventory of system components that are in scope for PCI DSS.</td>
<td>CMDB like capabilities for server network connectivity</td>
</tr>
<tr>
<td></td>
<td>2.6 Shared hosting providers must protect each entity’s hosted environment and cardholder data. These providers must meet specific requirements in Appendix A: Additional PCI DSS Requirements for Shared Hosting Providers</td>
<td>Automates &amp; documents all firewall &amp; router configuration changes, PCI firewall &amp; router checks, PCI requirements deviation detection &amp; reporting</td>
</tr>
<tr>
<td>Develop and maintain secure systems and applications</td>
<td>6.2 Ensure that all system components and software are protected from known vulnerabilities by installing applicable vendor supplied security patches. Install critical security patches within one month of release.</td>
<td>Software comparison report</td>
</tr>
<tr>
<td>Track and monitor all access to network</td>
<td>10.1 Implement audit trails to link all access to system components to each individual user.</td>
<td>Firewall, router &amp; load balancer audit trail &amp; change reports</td>
</tr>
</tbody>
</table>
In summary, Tufin’s PCI DSS V3.0 Solution benefits PCI internal auditors and IT managers for PCI DSS compliance with:

- Out of the box PCI DSS audit report, making it easy to prepare quickly and thoroughly for an internal or external audit
- ITSM like change and approval processes (integrated to your current ITSM process)
- Up-to-date picture of the compliance status of your firewalls and routers
- Continuous change tracking and alerting that monitors all firewall policy changes, and alerts to potential violations
- Simple and flexible to define the network zones for network segmentation
- Identify mismatch between firewall rules and the desired firewall security policy
- Security rule documentation associating between security policy rules and their business justification
- Complete audit trail of who made each change to your network devices

For more information or any questions:
Tufin subject matter experts are open to talk about your pressing PCI DSS V3.0 compliance concerns. Feel free to directly contact Tufin’s PCI experts at email: PCIDSS@tufin.com.

Learn more about Tufin’s Orchestration Suite and Tufin’s PCI DSS V3.0 Solution at www.tufin.com.
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